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Improper Access Control Vulnerability
High trasher published GHSA-h6x9-jm98-cw7c 7 hours ago

Package

deploypackage.form.php
Affected versions

< 1.4.0
Patched versions

1.5.0

Description

Impact

Improper Access Control Vulnerability

Patches

Upgrade to 1.5.0.

Severity

High / 10

CVSS v3 base metrics

Attack vector Network

Attack complexity Low

Privileges required High

User interaction None

Scope Changed

Confidentiality High

Integrity Low

Availability Low

CVSS:3.1/AV:N/AC:L/PR:H/UI:
N/S:C/C:H/I:L/A:L

CVE ID

CVE-2025-27147

Weaknesses

CWE-22  CWE-73
CWE-552

Credits

 geozin Reporter

Code Issues 8 Pull requests 5 Actions Security 4 Insights

8.2
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