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This article describes the actions to fix the product security vulnerability CVE-2025-3272.
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Summary: This article describes the actions to fix the product security vulnerability CVE-2025-3272.
 
A potential vulnerability has been identified by Open Text Operations Bridge Manager. The vulnerability may allow authenticated
users to change their password without providing their old password.

 
Solution:
Review all details in the instructions provided in this document to address the vulnerability.
Open Text recommends applying the mitigation actions as soon as possible.
 
Mitigation Actions:
Open Text provides a fix for this vulnerability.  Please find the mitigation details per version below.
 
Classic version:

Affected version Upgrade to If upgrading is not an option, a hotfix is available. Contact
OpenText support to request the corresponding hotfix.

OBM 24.2 OBM 25.2 or
later versions

HOTFIX30732

OBM 24.4 OBM 25.2 or
later versions

HOTFIX30731
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