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CVE / seacms / seacms_topic_sql.md

16 lines (9 loc)…

filename: \SeaCMS_13\Upload\o09sqn\admin_topic.php

CVE-2025-44074

Analysis Report:

Preview Code Blame Raw

https://github.com/202110420106
https://github.com/202110420106/CVE
https://github.com/202110420106
https://github.com/202110420106/CVE/commits?author=202110420106
https://github.com/202110420106/CVE/commit/ca28586eeb17800b9a91493441845f4ca19bee13
https://github.com/202110420106/CVE/commit/ca28586eeb17800b9a91493441845f4ca19bee13
https://github.com/202110420106/CVE
https://github.com/202110420106/CVE/issues
https://github.com/202110420106/CVE/pulls
https://github.com/202110420106/CVE/actions
https://github.com/202110420106/CVE/projects
https://github.com/202110420106/CVE/security
https://github.com/202110420106/CVE/pulse
https://github.com/202110420106/CVE/tree/master
https://github.com/202110420106/CVE/tree/master/seacms
https://github.com/202110420106/CVE/commits/master/seacms/seacms_topic_sql.md
https://github.com/202110420106/CVE/raw/refs/heads/master/seacms/seacms_topic_sql.md


Variables are simply concatenated directly into sql statements resulting in sql injection

Sending a request triggers sql injection

Verification
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